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Sr. DevOps Engineer
DevOps Engineer | DevOps | Docker 🐳 | Kubernetes ☸ | GitHub Action 🛠️ | AWS ☁️ | Terraform 🏗️ | Azure | Linux 🐧
Objective:
[bookmark: _Hlk175309142]A technocrat with 9+ years of qualitative and rich experience, progressing in DevOps methodologies to streamline software development lifecycles. Proven expertise in Build/Release Management, Change/Incident Management, Cloud Management, Infrastructure Automation, Continuous Integration/Delivery/Deployment (CI/CD). Skilled in utilizing various cloud platforms and a wide range of DevOps tools to promote collaboration and efficiency between development and operations teams.
WORK EXPERIENCE
Vanguard - Malvern, PA	OCT 2023 - PRESENT
Sr. DevOps Engineer 
· Worked on Jenkins, GitHub Actions, Azure DevOps, OpenShift, and Kubernetes to deploy, monitor, and maintain the workflow.
· We ensure scalability, high availability, and efficient resource utilization of Kubernetes clusters.
· We work with development teams to containerize applications and deploy them on Kubernetes and OpenShift platforms.
· Provide daily production support for risk and investment systems, addressing and resolving technical errors and escalating critical issues as needed.
· Participate in root cause analysis (RCA) for production incidents, implementing solutions to prevent recurrence.
· Installed, upgraded, patched, and configured various application servers (e.g., JDK, WebLogic, Apache, Tomcat) according to team requirements.
· Participated in the software development lifecycle by becoming a key stakeholder in Safe methodologies and ceremonies, such as sprint planning, backlog refinement, daily stand-ups, and retrospectives.
· Utilized Helm to package, deploy, and manage microservices across environments, ensuring consistency and scalability for critical applications.
· Implemented GitHub Actions to automate the CI/CD process for a financial services platform, integrating testing, building, and deployment workflows. This reduced release times by 30% and enabled seamless deployments across multiple environments, including development, staging, and production.
· Provisioned AWS EC2 environment with load balancers, VPC, (Public and Private) subnets, EFS storage, S3 buckets, RDS databases, launch template, auto scaling groups and security groups using Jenkins and Terraform.
· Expertise in navigating Linux environments and proficient in managing MS build processes, Windows PowerShell, and Bash scripting—bridging the gap between different tech ecosystems with ease.
· Participated in Major Incident Management (MIM) calls, troubleshooting critical issues, and implementing solutions within my area of responsibility.
· Implemented robust monitoring and logging solutions with tools like Prometheus, Grafana, and ELK Stack, ensuring optimal system health and performance round the clock.
· Championed infrastructure-as-code principles using Terraform and Ansible, automating the provisioning and management of resources for enhanced efficiency.
· Collaborate with security teams to implement access controls and encryption standards in OpenShift and AWS environments.
· Partnered with security experts to enforce access controls, encryption standards, and robust security protocols within OpenShift environments.
Refinitiv, an LSEG business (Remote)Dallas, TX                                    	   April 2022 – Oct 2023
Sr. DevOps Engineer
· Performed multiple upgrades on OpenShift Kubernetes Container platform from v4.6 to v6.10.
· Performed upgrade from Red Hat Fuse v7.8 to v7.10.1 on OpenShift Kubernetes container platform.
· Analyzed critical system issues like server hangs, JVM crashes, performance bottlenecks (heap size, OOM), and runtime errors, ensuring application stability and optimal resource utilization.
· Utilized Terraform and Google Deployment Manager to automate infrastructure provisioning and configuration in GCP, ensuring scalability and efficiency.
· Managed containerized applications using Docker and Kubernetes, optimizing performance and resource utilization.
· Installed, configured, and managed Red Hat OpenShift Kubernetes Container platform v4.9 on vSphere using Jenkins and terraform.
· Installed, configured, and managed flux GitOps toolkit, Grafana, reloader, Prometheus, alert manager, x509-certificate-exporter and Splunk connect on OpenShift Kubernetes Container platform.
· Monitored and alerted infrastructure health and application performance using Stack driver and Prometheus.
· Performed upgrades on multiple Jenkins instances and plugin upgrades to support new version.
· Installed Splunk agents using ansible and Jenkins on multiple Red Hat Jboss Fuse 6.3 servers for forwarding container and fabric logs to Splunk.
· Developed and maintained fully automated CI/CD pipelines for code deployment using Jenkins, flux, bitbucket, artifactory, SonarQube, helm and Kustomize.
· Designed and implemented highly available and scalable architectures using GCP resources.
· Managed SSL certificate lifecycles using AppView, Key Management tools, and OpenSSL, proactively troubleshooting and resolving certificate-related issues.
· Managed ansible playbooks to create and update configurations, post new VM builds and Platform upgrade activity.
· Managed helm charts, deployment yaml, config maps, service yaml, kustomizations and LDAP groups and users yaml files in Bitbucket repositories for multiple environments.
· Worked with server admin team for upgrading OpenShift Kubernetes platform from v4.6 to v4.10
· Worked on setting up log forwarding for OpenShift pods, metrics, events, and objects data to Splunk cluster via Splunk-connect for Kubernetes.
· Worked on setting up Prometheus alerts and created webhooks to generate incidents on ServiceNow and Zabbix integrations for forwarding alerts to HP OMI dashboards for 24/7 monitoring.
· Managing multiple environments DEV, QA, UAT, Stage and Prod for various releases and designed instance strategies.
· Performed regular health checks on environments for capacity and scaling of architecture.
State Farm Insurance - Dallas, TX 	 January 2017 – March 2022
DevOps Engineer
· Developed and maintained fully automated CI/CD pipelines for code deployment using Jenkins, flux, bitbucket, artifactory, SonarQube, helm and customize.
· Built and deployed Docker containers on OpenShift Kubernetes Platform.
· Implemented Azure DevOps pipeline using terraform for Building AWS EKS cluster.
· Implemented Jenkins pipeline and terraform workflow for building AWS EC2 environment with ELB, Security groups, users, EC2 instances, RDS databases.
· Implemented CI/CD pipeline using Jenkins V2.2, SonarQube V6/6.7, Maven, Bitbucket, Artifactory 7.9 for Red Hat Fuse 6.3 Platform.
· Provided solution for Monitoring JVM, Application services and error management.
· Configured Monitoring of JVM and Application services using Dynatrace and HP Operations Manager.
· Configured daily alerting for Interface using Splunk Version 6.5.2.
· Perform Partner to Partner integration using different protocols such as SFTP, FTP, FTPS, NetBIOS, IPSEC tunnels, NFS, HTTP/HTTPS.
· Installed, Configured and Managed Red Hat Fuse V6.2/6.3 on Linux platforms in DEV, QA, and PROD environments.
· Automated Daily maintenance such as Purging old log files and Interface runs details using bash scripting.
· Performed Interface deployment using Stash, Bitbucket, and Informatica Deployment tools.
· Actively worked on Incident, Change, Problem management using ServiceNow.
· Coordinated Production releases on CAB calls.
Microland Ltd - Bengaluru (Bangalore), India 	 August 2013 – April 2015
Middleware administration
· Installed, Create Virtual machine (KVM, VMware), and configured Redhat Enterprise Linux (RHEL), Centos.
· Installation of Web logic, upgraded to service pack updates, installed BEA patches, configuring, and creating new domains & services starting & stopping.
· Installed and configured the Red Hat Linux 5.1 on HP-Dl585 servers using Kick Start.
· Networking communication skills and protocols include TCP/IP, Telnet, FTP, NDM, SSH, and rlogin.
· Deploying Veritas Clusters and Oracle test databases to implement disaster recovery strategies, ensuring uninterrupted availability of the global systems.
· Production support of Apache and JBoss, including installation, configuration, management, and troubleshooting. 
· Provided 24x7 on-call support in debugging and fixing issues related to Linux, Solaris, HP-UX Installation/Maintenance of Hardware/Software in Production, Development & Test Environment as an integral part of the Unix/Linux (RHEL/SUSE/SOLARIS/HP-UX/AIX) Support team.
· Extensive experience in Security Patching and coordinating with storage and networking teams
EDUCATION	
[bookmark: _Hlk175752307]Masters in computer science - Silicon Valley University, CA 2016 
Bachelor’s degree in computer science - JNTU University, India 2013
PROFESSIONAL SKILLS
· DevOps Tools: Jenkins, Terraform, Docker, Kubernetes, Docker Swarm, Ansible
· Cloud Platforms: AWS, GCP, Azure
· Scripting Languages: Shell, Python
· Databases & DB Tools: Oracle, MySQL, SQL Server
· Version Control: SVN, Git, GitLab, Bitbucket
· Automation & CI/CD: Maven, GitHub Actions
AWARDS AND HONORS
· Employee Excellence Award - Vanguard (2024) 
Recognized for outstanding contributions to the success of the Vanguard DevOps team, demonstrating exceptional leadership in Kubernetes orchestration and AWS infrastructure management, resulting in significant improvements in system performance and scalability.
· Innovation Award - Refinitiv, an LSEG Business (2023)
Awarded for developing and implementing a fully automated CI/CD pipeline that enhanced the efficiency of code deployment, reduced deployment times by 30%, and ensured seamless integration across multiple environments.
· Outstanding Service Award - State Farm Insurance (2021) 
Honored for delivering exemplary DevOps support, particularly in automating infrastructure management and ensuring the reliability and availability of critical systems. Contributed to the successful deployment of over 50 production releases.
· Spotlight Award - Microland Limited (2015) 
Acknowledged for providing exceptional 24x7 support and effectively managing Linux and middleware systems, ensuring minimal downtime and robust disaster recovery strategies, which safeguarded key operations for global clients.



