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Professional Summary: -
· Over 10+ Years of experience in IT industry with a strong focus on Azure Administration and DevOps.
· Proficient in administering various environments in software development lifecycle (SDLC) on Azure platform.
·  Extensive experience supporting Production Cloud environments on Azure platform, as well as traditional managed hosted environments.
· Managing and maintaining the organization's Azure cloud computing environment, including deploying and configuring Azure resources, monitoring services, and troubleshooting issues as they arise.
· Implemented site to site peering and custom routes to further enhance security with Azure Firewall.
· Planning, deploy and managing Resource groups, VNET, Subnets, NSGs and associate/disassociate NSGs at Subnet Level.
· Configured VNET Peering to setup High availability and Multi Zone Infrastructure.
· Deploy Azure VMs from Azure portal and Azure CLI.
·  Azure network experience, VPN and Express route, Azure DNS, Traffic Manager, and Load Balancers.
· Strong Proficiency in all the services offered by Confidential Azure including IaaS, PaaS, and SaaS.
· Implementation experience on Role based access (RBAC) and AD Groups.
· To ensure the availability, performance, scalability, and security of production systems.
· Build of new environments for development and test in Azure.
· Responsible for managing network storage in Azure.
· Monitor, Administer, Troubleshoot, and provide L1/L2/L3-Server Level of support for email infrastructure hosted on Confidential Exchange Server 2010,2013, and 0365 for a user base spread across multiple environments and time zones.
· Configured Scheduled reboot for Azure VMs and On-prem servers from Azure Maintenance Configuration.
· Configured Azure Backups for Virtual Machines as per the Client Requirements
· Created Azure Storage Accounts and used them to store application files for use with Azure VMs.
·  Deploy and monitor scalable infrastructure on Azure using configuration management tools such as Ansible.
· Designed and configured large-scale cloud-based migration solutions, migrating applications to Azure, IaaS, and PaaS with security integration.
· Planned, developed, and maintained Infrastructure as Code using CI/CD deployments using Terraform.
· Expertise in implementing DevOps culture through CI/CD tools like Repos, Jenkins, Code Deploy, Code Pipeline, Maven, and configuration management tools like Ansible. Set up staging and production environments for CI workflow.
· Experience with Azure Logic Apps and different triggers and worked on ISE environment in Logic Apps.
· Familiar with Software Development Life Cycles (SDLC) and Agile Programming Methodologies.
· Skilled in using Agile development methodologies such as Scrum and Kanban.
· Familiarity with cloud computing platforms such as Azure.
· Strong understanding of database technologies like SQL.
· Experience with containerization technologies such as Docker.
· Proven ability to design and develop scalable and high-performance systems.
· Strong problem-solving and analytical skills
· Excellent communication and collaboration skills to work effectively in cross-functional teams.
· Good Experience with Continuous Integration Tool like Jenkins, for Deployment purposes.
· Knowledge of provisioning Azure resources, including VMs, Resource Groups, Virtual Networks, and Security Groups.
· Virtualized servers on Azure using Docker, created Docker files, and version control, built various containers using Docker engine and Docker Machine environments to deploy microservices-oriented environments for scalable applications.

Technical Skills: - 
Operating Systems		: Windows, MacOS, Linux CentOS.
Programming	: C, C ++, Python, Power shell, SQL, HTML
Cloud Technologies		: Microsoft Azure (Azure VM, Storage services, Azure Key vault, Azure web apps, Azure Repos.)
Configuration Management Tools:  Ansible
Virtualization Tools		: VM virtual Box and VMware.

Professional Walkthrough: -

Cigna, Bloomfield, CT							                                          Apr 2023 – Till Date
Sr. Azure Administrator/DevOps Engineer
Project Title: Azure Implementation and Operations.

Responsibilities:

· Providing IT Azure infrastructure support for 100+ AZURE Servers in 3 different regions (EAST US2, EMEA and APAC) and 10+ Azure Subscriptions.
· Implemented site to site peering and custom routes to further enhance security with Azure Firewall.
· Planning, deploy and managing Resource groups, VNET, Subnets, NSGs and associate/disassociate NSGs at Subnet Level.
· Configured VNET Peering to setup High availability and Multi Zone Infrastructure.
· Deploy Azure VMs from Azure portal and Azure CLI.
· Experience in designing and planning the resource capacity and performance management includes assessing CPU/Memory/Storage/IOPS/Bandwidth.
· Deployed and managing Monthly scheduled Patching for Azure VMs and On-prem servers from Azure update Manager and update management via automation account.
· Configured Scheduled reboot for Azure VMs and On-prem servers from Azure Maintenance Configuration.
· Configured Azure Backups for Virtual Machines as per the Client Requirements.
· Custom monitoring and alert creation using Azure Monitor and Azure Sentinel. 
· Creating Disk snapshots and converting snapshot to disk as per the requirement.
· Deployed Bastion Host for connecting VMs.
· Created Security groups and provided access to users/groups as per the requirement.
· Access management of Azure resources through Azure RBAC.
· Implementation and administration of Storage Accounts.
· Experience in cost reduction using Azure Cost Management.
· Deployed Log analytics workspaces for firewall logs/sentinel/Defender and automation account.
· Troubleshoot and identify performance, connectivity and other issues for the Servers hosted in Azure platform.
· Solid Hands-on experience in Azure VM troubleshooting and VM management.
· Planned, developed, and maintained Infrastructure as Code using CI/CD deployments using Terraform.
· Expertise in implementing DevOps culture through CI/CD tools like Repos, Jenkins, Code Deploy, Code Pipeline, Maven, and configuration management tools like Ansible. Set up staging and production environments for CI workflow.
· Experience with containerization technologies such as Docker.
· Handled all the project deployments to various environments like Prod, Dev, and test.
· Good hands-on knowledge of Source Code Management (Version Control System) tools like Git and Subversion
· Troubleshooting Connection issues via network watcher.
· Raising Vendor cases with Microsoft cases and working with vendors.
· Involving Major Issues, RCA Calls and providing RCA for P1\P2 Priority Tickets.
· Providing KT Session to team and preparing SOPs according to Infrastructure changes.
· Working in ITIL process and day to day user request issues by mails and incidents.
· Maintaining good professional relationship with clients & within organization.


Citizens Bank, Providence, RI							    Mar 2021 – Mar 2023
Azure Admin
Project Title: Azure Implementation & Operations, Data Center Migration, Tools Engineering and Operations (Monitoring and System management).
Responsibilities:
· Providing IT virtual infrastructure support for 150+ ESXi Servers (ESXi 6.5, 6.0, 5.5) and 2000+ AZURE Servers and On-prem Servers.
· Deployed Azure VMs from Azure portal and Azure CLI.
· Deployed and managing Resource groups, VNET and Subnets.
· Having knowledge on migrating from On-prem servers to Azure Cloud using Azure Migrate.
· Performing CPU, RAM, Hard disk, snapshots for Azure VMs &On-Prem.
· Installation\Upgrade, Configuration & administration of 2008r2, 2012R2, 2016 & 2019.
· Repairing OS for crashed servers, configuring IP address and domain rejoining.
· Creating\configuring schedule reboot collections & adding servers to collection from SCCM.
· Access management of Azure resources through Azure RBAC
· Implementation and administration of Storage Accounts.
· Experience in cost reduction using Azure Cost Management.
· Planning, upgrade, and administration of vCenters and VMware ESXi Hosts on HP, CISCO UCS\Hyperflex Hardware and managing through HTML5.
· Creating and managing the VMs from Clone, Template, OVA & OVF and Azure Portal as per the Client requirements.
· Creating and managing the Resource pools and Moving VMs into resource pools.
· Migrating VM’s between Hosts, Data stores, Clusters, Datacenter and vCenter Servers using vMotion and Storage vMotion.
· Monitoring and balancing VMs and ESXi server Performances like (CPU, Memory, Disk & network utilization)
· Troubleshooting vCenter, ESXi hosts and Virtual machine issues.
· Remote Administration of HP Servers and CISCO UCS\Hyperflex Using ILO & KVM\clustering.
· Having good working knowledge on various server alerts Using SCOM Tool
· Raising Vendor cases like HP, VMware, CISCO, Microsoft cases and working with vendors.
· Involving Major Issues, RCA Calls and providing RCA for P1\P2 Priority Tickets.
· Providing KT Session to team and preparing WI according to Infrastructure changes.
· Working in ITIL process and day to day user request issues by mails and incidents.

Encova, Columbus, OH								                   Jan 2018 – Feb 2021
Azure Cloud Engineer	
Project Title: Data Center Upgrade and Operations.

Responsibilities:

· Provided IT virtual infrastructure support for 2000+ ESXi Servers (ESXi 6.5, 6.0, 5.5 and 5.0) and 25000+ Virtual Machines.
· Configuration and administration of vCenter Server and VMware ESXi Hosts on HP, CISCO UCS Hardware.
· Created HA, DRS Clusters and created VMs from Clone, Template and OVA & OVF
· Creating and managing the Resource pools and Moving VMs into resource pools.
· Deployed Azure VMs from Azure portal.
· Configuring the CPU, Memory, and Hard disks for the Virtual Machines.
· Working on Creating, Deleting and Reverting snapshots.
· Installing VMware tools and upgrading hardware versions into Virtual Machines.
· Configured resource pools, VMotion, FT and Alarms and Worked on ESXi server Performances like (CPU, Memory, Disk and network utilization)
· Having good working knowledge on creation of Virtual switches, ports and port groups
· Created and Increased VMFS Data stores and RDM by using the LUNs assigned by SAN
· Creating rules for VMs and Hosts using DRS and SDRS.
· Troubleshooting ESXi hosts and Virtual machine issues.
· Remote Administration of HP Servers and CISCO UCS Using ILO & KVM.
· Updating patches on ESXi host by using VMware update manager.
· Monitoring of ESXi hosts health status (Rack and Blade) from vReliaze Operations Manager.
· Install, Configure and Administration of SCOM for servers and hardware end to end monitoring.
· Providing 24*7 support for datacenter servers & Tools management. 
· Joining daily operations call with Onsite team and discussing on ongoing issues and scheduled changes.
· Attending CAB meetings for production change approvals. 
· Review ITSM requests that are handled by team members and providing action plans wherever team required assistance.
· Performing planned & unplanned outage request from the client requests.
· Working in ITIL process and day to day user request issues by mail and incidents.


Ramco Systems Limited, India						                                         May 2014 – Jul 2017
Administrator 
Project Title: Data Center Operations

Responsibilities:

· Providing 24*7 support for datacenter servers & Tools management. 
· Responsible for Build, Configure and deliver new servers for project requirements.
· Managing and Monitoring 300+ Windows 2008 R2,2012 & 2016 Servers.
· Upgrading, Configuring and administration of OS like windows server 2012 R2 and 2016.
· Configuring VM resources like CPU, Memory, and Hard disks as per the requirement from vCenter.
· Creating disk snapshots, Reverting and Deleting snapshots.
· Creating & Managing Users, Groups, Organization Units & Group Policies.
· Adding users into RDP Groups and Administrator Groups.
· Creating backup and restore servers.
· Knowledge on VM troubleshooting and VM management.
· Maintain servers Inventory, Software Inventory for all enterprise servers.
· Having good working knowledge on various server alerts.
· Follow ITSM process to resolve Incidents, Tasks and resolve the issues within SLAs.


