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Sr. Cloud DevOps Engineer
Phone: +1 (872)213 5453
E-mail: taticharla.madhu211@gmail.com
[bookmark: _Hlk160544189]PROFESSIONAL SUMMARY
Having a over 10 years of professional experience, including 8+ years as a Cloud engineer, I specialize in architecting, deploying, and managing advanced infrastructure solutions. Proficient in cloud technologies and Kubernetes orchestration, and I excel in automating processes to enhance system performance and security. I have a proven track record in designing and implementing end-to-end CI/CD pipelines, ensuring smooth and reliable deployments for cutting-edge projects.  
· Proficient in AWS services like Amazon CloudFront, Amazon Route 53, AWS IAM, AWS Elastic Beanstalk, Amazon SQS, Amazon Polly, Amazon Elasticsearch, Amazon RDS, Amazon S3, Amazon Elastic Cache, AWS DevOps pipeline, Amazon ECR, Amazon EKS, AWS Secrets Manager, Amazon EC2, VPC, Network Security Groups, AWS CloudFormation, Amazon CloudWatch, AWS Private Link and CloudFormation & Direct Connect and other services of AWS family.
· Proficient in AWS services like Amazon CloudFront, Amazon Route 53, AWS IAM, AWS Elastic Beanstalk, Amazon SQS, Amazon Polly, Amazon Elasticsearch, Amazon RDS, Amazon S3, Amazon Elastic Cache, AWS DevOps pipeline, Amazon ECR, Amazon EKS, AWS Secrets Manager, Amazon EC2, VPC, Network Security Groups, AWS CloudFormation, Amazon CloudWatch, AWS Private Link and CloudFormation & Direct Connect and other services of AWS family.
· Proficient in Azure services like Azure Kubernetes Service (AKS), Azure Policies, Azure Recovery Vault, Azure PowerShell Module, ARM Templates, Azure CLI, Azure Active Directory, Logic Apps.
· Extensive experience in using Terraform, Azure Resource Manager (ARM), and AWS CloudFormation to create infrastructure as code (IaC) and developed reusable Terraform modules for both Azure and AWS.
· Experienced in working on both On-Premises and Cloud (AWS,Azure) platforms utilizing DevOps/Agile operational processes.
· Built and configured a virtual data centre in the AWS cloud to support Enterprise Data Warehouse hosting including (VPC) Public & Private Subnets, inbound & outbound Security Groups, Route Tables, and Elastic Load Balancer. 
· Proficient in designing, developing, and deploying applications with a solid understanding of architectural principles and best practices.
· Experienced in solution design and implementation incorporating various architectures such as SOA, Event Driven, MVC, Django, Serverless, and Spring frameworks.
· Strong experience with Oracle, Java, SQL tools (PL/SQL developer, SQL plus), XML, LDAP, Splunk, Dynatrace, ISAM, IBM MQ, and Middleware application servers.
· Skilled in developing and supporting large, mission-critical transaction processing applications.
· Proficient in scripting languages including bash, shell, Perl, Python, groovy, and JavaScript for automation and system administration tasks.
· Experience in creating and maintaining data models within Cognos Framework Manager, ensuring data integrity and optimal performance.
· Knowledge of Informatica Metadata Manager for documenting and managing metadata across ETL processes, ensuring data lineage and impact analysis.
· Familiarity with Informatica Data Quality (IDQ) for profiling, cleansing, and standardizing data to improve data accuracy and consistency.
· Understanding of data warehousing principles and methodologies, including dimensional modeling, ETL processes, and data mart design.
· Experience in designing and implementing ETL (Extract, Transform, Load) processes to populate data marts from various source systems.
· Proficient in integrating data from multiple sources into data marts, ensuring consistency, accuracy, and data quality.
· Ability to administer and maintain Cognos environments, including user access management, security configurations, and system optimization.
· Demonstrated ability to provide technical leadership in replacing and upgrading application technology platforms.
· Proven track record in designing and implementing architectures with high availability, operations supportability, and scalability.
· Exposure to cloud technologies, with a strong desire to expand knowledge and skills in this area.
· Experience in migrating applications from on-premises environments to Cloud Service Provider's platforms.
· Hands-on experience working in Agile Software Development Life Cycle (SDLC) environments.
· Ability to adapt to changing requirements and deliverables, and collaborate effectively with technical staff and executive management.
· Proactive problem-solving skills with the ability to perform deep dive and root cause analysis on high-priority production issues.
· Strong analytical skills to identify, diagnose, and resolve complex technical issues efficiently.
· Excellent communication skills, both verbal and written, with the ability to articulate technical concepts to non-technical stakeholders.
· Proven ability to build and maintain relationships with business liaisons, vendors, and business analysts.
· Efficient time management skills with the ability to handle multiple projects and deliverables concurrently.
· Capacity to learn complex material quickly and allocate time efficiently to meet project deadlines.
· Demonstrated commitment to continuous learning and improvement in technical skills and knowledge.
· Proactive in identifying areas for improvement and optimizing processes to enhance overall efficiency.
· Experienced in setting up and managing CI/CD pipelines for continuous integration and deployment.
· Used AWS lambda to run servers without managing them and configured to trigger, to run code using S3.
· Experienced in Continuous Integration (CI) and Continuous Delivery (CD) process implementation using Jenkins, TeamCity, and Bamboo.
· Expertise in DevOps tools such as GIT, Jenkins, Maven, Ansible, Puppet, Docker, Kubernetes, AWS, Azure, and Terraform, Splunk, Nagios.
· Proficient in developing Amazon Connect Contact Flows, Connect Console designer, Lambda, and DynamoDB.
· Strong experience with developer tools such as Connect CLI, Postman, etc.
· Hands-on expertise in Python, web services, rest services, and APIs.
· Proficient in Java, with extensive experience in developing enterprise-grade applications using Java, J2EE, and related technologies.
· Skilled in Java Enterprise Edition (J2EE) development, including Enterprise Java Beans (EJB), Java Server Pages (JSP), and Java Server Faces (JSF)/Struts frameworks.
· Experienced in XML processing and manipulation, including XML Schema, XSLT, and XPath.
· Strong proficiency in scripting languages such as Bash, Shell, Perl, Python, Groovy, and JavaScript for automation, system administration, and application development tasks.
· Extensive experience in database management systems, particularly Oracle, with proficiency in SQL query optimization, stored procedures, and database administration tasks.
· Skilled in using SQL developer tools for database design, development, debugging, and performance tuning.
· Hands-on experience with middleware technologies such as IBM WebSphere ND, MQ, WebSphere Liberty, Apache Tomcat, and JBOSS, including installation, configuration, and administration.
· Knowledgeable in cloud computing platforms, particularly AWS, with experience in architecting, deploying, and managing scalable and resilient solutions.
· Good knowledge on Configuration Management Tools such as, Ansible, Puppet and Automated Linux production server’s setup using the cookbooks, Ansible playbooks.
· Expertise working with Kubernetes to automate deployment, scaling, and management of web Containerized applications.
· Understanding of security tools and practices, including vulnerability scanners, intrusion detection systems (IDS), encryption techniques, and access control mechanisms to ensure system security and compliance with regulatory requirements.
· Worked on Kubernetes to orchestrate Docker containers of new and existing applications as well as deployment and management of complex run time environment. 
· Expertise in administering and automating operations across multiple platforms (UNIX, Linux, Windows, and MAC.
· Proficient in the AWS Cloud platform and its features, which include EC2, VPC, EBS, Cloud Watch, Cloud Trail, Cloud Formation, Cloud Front, IAM, S3, Route 53, SNS, SQS.
· Experience in building web applications using Spring Framework features like Spring Boot, MVC (Model View Controller), AOP (Aspect Oriented Programming), Inversion of Control (Dependency Injection), DAO (Data Access Object) and template classes. 
· Experience in branching, tagging, and maintaining the version across the environments using SCM tools like Subversion (SVN), Git, Bit Bucket, and GitHub on UNIX and Windows environment. 
· Expertise in working with diverse Database platforms for Installing, Configuring and Managing NoSQL, RDBMS tools like MYSQL, Oracle, Dynamo DB, and Mongo DB.
· Worked on various network protocols like HTTP, UDP, FTP, TCP/IP, SMTP, SSH, SFTP & DNS and technologies like load balancers (ELB), ACL, Firewalls.
· Experienced with handling production incidents, queries, problems through remedy ticketing system and non -production issues/tasks/incidents through JIRA ticketing system.
· Good understanding of web and application servers like Apache Tomcat, WebSphere, Nginx.
TECHNICAL SKILLSET
	Operating Systems
	Windows, Linux (CentOS, Ubuntu, RedHat)

	AWS Services
	AWS (RDS, EC2, VPC, IAM, Cloud Formation, EBS, S3, ELB, Auto Scaling, Cloud Trial, SQS, SNS, SWF, Cloud Watch). AWS Cloud Development Kit (CDK)

	AZURE Services
	Azure (Azure Policies, Azure Recovery Vault, ARM templates),AKS,ARM,CLI,AZURE Directory, Logic Apps.

	Container Tools
	Docker, Kubernetes, AWS ECS, AKS, GKE, ACR, IBM OpenShift.

	CI/CD Tools
	Azure DevOps, Jenkins, GitLab, Circle CI, Travis CI, AWS Code Pipeline.

	Logging and alerting
	ELK stack, Splunk, Cloud Watch, SNS.

	Build Tools
	ANT, MAVEN, Gradle.

	Automation Tools
	Jenkins, Puppet, Chef, Ansible, TeamCity, Bamboo, Terraform.

	Application Servers
	Apache Tomcat, JBOSS, Web Logic, Web Sphere.

	Web Servers
	Nginx, Apache HTTP, Tomcat, JBOSS.

	Version Control Tools
	GIT, Azure Repo, BIT Bucket, Subversion, TFS.

	Databases
	Oracle, Mongo DB, Dynamo DB, MySQL, Cassandra, Snowflake.

	Monitoring Tools
	Prometheus, Grafana, Azure log Analytics (with Kusto queries), Azure Monitor, Data Dog, Nagios, Dynatrace, Splunk, ELK Stack (Elasticsearch, Logstash, Kibana).

	Network Protocols
	VPC, VPN, TCP/IP, SMTP, SOAP, HTTP/HTTPS, DNS .

	Languages/scripts
	        Python, Ruby, JSON, YAML, Bash Shell, Power Shell, Groovy, Perl.

	Testing Tools
	        Selenium, Junit.







EDUCATIONAL QUALIFICATIONS
· Bachelor of Technology with concentration in Computer Science

CERTIFICATIONS:
· AWS certified SysOps Administrator
· AWS Certified Solution Architect Associate


PROFESSIONAL EXPERIENCE
Client: Wells Fargo	                                                                                                                        Aug 2022 to Present                            Role: Cloud Engineer
Responsibilities:
· Developed and deployed applications using architectural best practices, ensuring robustness and scalability.
· Developed and deployed applications using architectural best practices, ensuring robustness and scalability.
· Implemented solutions incorporating various architectures such as SOA, Event Driven, MVC, Django, Serverless, and Spring frameworks.
· Utilized Oracle, Java, SQL tools (PL/SQL developer, SQL plus), XML, LDAP, Splunk, Dynatrace, ISAM, IBM MQ, and Middleware application servers.
· Supported large, mission-critical transaction processing applications, ensuring their smooth operation and reliability.
· Acted as the primary point of contact for a client's enterprise tools software support needs.
· Offered 24x7 rotation for software support, ensuring timely resolution of client issues and maintaining regular communication to provide updates on progress.
· Collaborated with server support teams and data center vendors to schedule outage windows for server maintenance, following established change management procedures.
· Demonstrated excellent written and verbal communication skills in interacting with the client and internal teams, fostering strong client relationships.
· Worked closely with a client to assess their existing infrastructure and develop a roadmap for migrating to the cloud.
· Conducted in-depth analysis of the client's requirements and constraints to propose suitable cloud solutions, considering factors such as scalability, security, and cost-effectiveness.
· Designed and implemented cloud architecture using AWS services, ensuring seamless integration with the client's existing systems and applications.
· Provided ongoing support and optimization recommendations to the client post-migration, ensuring optimal performance and cost efficiency in the cloud environment.
· Created and maintained scripts in bash, shell, Perl, Python, groovy, and JavaScript for automating system administration tasks, streamlining workflows, and enhancing operational efficiency.
· Provided technical leadership in replacing and upgrading application technology platforms.
· Designed and implemented architectures with high availability, operations supportability, and scalability, ensuring end-to-end perspective.
· Migrated applications from on-premises environments to Cloud Service Provider's platforms, ensuring seamless transition and optimal performance.
· Managed cloud resources and services, optimizing utilization and ensuring alignment with business requirements.
· Worked in Agile Software Development Life Cycle (SDLC) environments, participating in sprints, standups, and retrospectives.
· Proactively identified and resolved technical issues, performing deep dive and root cause analysis on high-priority production issues.
· Applied strong analytical skills to diagnose and resolve complex technical problems efficiently.
· Communicated technical concepts effectively to non-technical stakeholders, fostering clear understanding and alignment.
· Built and maintained relationships with business liaisons, vendors, and business analysts, ensuring collaboration and synergy.
· Efficiently managed workload, handling multiple projects and deliverables concurrently, while meeting project deadlines.
· Allocated time effectively to learn complex material quickly and adapt to evolving project requirements.
· Demonstrated commitment to continuous learning, expanding technical skills and knowledge to stay updated with industry trends and best practices.
· Experienced in AWS Cloud platform and its features, which include EC2, VPC, EBS, Cloud Watch, Cloud Trail, Cloud Formation, Cloud Front, IAM, S3, Route 53, SNS, SQS.
· Implemented AWS Lambda to run serverless applications without managing servers, enhancing scalability and reducing operational overhead.
· Configured CI/CD pipelines for continuous integration and deployment, leveraging tools such as Jenkins, TeamCity, and Bamboo to automate build and deployment processes.
Client: Charles Schwab Kansas , MO                                                                                           May 2020 to July 2022
Role: Cloud Engineer 
Responsibilities:
· Led the architectural design and deployment of enterprise-level applications, ensuring alignment with business requirements and industry best practices. Integrated various tools and technologies to deliver end-to-end solutions, enhancing scalability and performance.
· Led the architectural design and deployment of enterprise-level applications, ensuring alignment with business requirements and industry best practices. Integrated various tools and technologies to deliver end-to-end solutions, enhancing scalability and performance.
· Designed and implemented solutions using a range of architectures such as SOA, Event Driven, MVC, Django, Serverless, and Spring frameworks. Ensured seamless integration of solutions, considering factors like security, scalability, and maintainability.
· Leveraged Java, J2EE, EJB, JSP, JSF/Struts, and XML for developing robust and scalable applications. Implemented Java-based solutions to support mission-critical transaction processing applications.
· Administering Azure security center to provide patches and security updates to Azure VMs, securing the application by configuring the Azure key vault.
· Managing and monitoring Azure SQL DB instances troubleshooting issues and optimizing performance of SQL Managed Instances.
· Writing and executing queries using the Cosmos DB Query API and creating stored procedures to automate repetitive tasks.
· Designed and implemented database schema, created tables and indexes, and configuring security settings for Azure SQL DB
· Created and managed ADF pipelines, activities, and datasets to automate data processing and ETL procedures.
· Worked on Azure DevOps services such as Azure Repos, Azure Boards, and Azure Test Plans to plan work and collaborate on code development, built and deployed application.
· Developed and designed pipelines through Azure Data Factory and debugged the process of errors.
· Worked with Terraform scripts to automate the Azure IaaS virtual machines using terraform modules and deployed virtual machine scale sets in production environment.
· Configured Azure VPN gateway and established Site-to-Site connectivity, Express Route with On Premise Networks and Azure.
· Used PowerShell scripting for automation of deployments and for procuring Virtual Machines in Azure.
· Migrated an On-premises virtual machine to Azure Resource Manager (ARM) Subscription.
· Hands on experience in Azure cloud services, Azure storage, Azure active directory, Azure Service Bus. Create and manage Azure AD tenants and configure application integration with Azure AD.
· Used Ansible Tower, which provides an easy-to-use dashboard and role-based access control, so that it's easier to allow individual teams access to use Ansible for their deployments.
· Managed servers on the Microsoft Azure Platform Azure Virtual Machines instances using Ansible Configuration Management and created Ansible Playbooks, tasks, and roles to automate system operations.
· Hands on experience on using Terraform for infrastructure provisioning.
· Worked with Terraform for automating VNET, NSG, AKS, ACR, VMs, and Storage accounts to replace the rest of our infrastructure.
· Designed and implemented CI/CD pipeline for Azure app services and responsible for monitoring the performance and availability of Azure App Services and troubleshooting any issues that arise.
· Extended working knowledge in azure networking services, Configured VNETs and subnets as per the project requirement. created and maintained NSG rules.
· Involved in design and integrating API’s using Apigee and AWS API gateway.
· Created Ansible roles in YAML and defined tasks, variables, files, handlers, and templates.
· Written the Ansible YAML scripts to configure the remote servers.
· Developed and maintained Continuous Integration (CI) using tools in Azure DevOps (VSTS) spanning multiple environments, enabling teams to safely deploy code in Azure Kubernetes Services (AKS) using YAML scripts and HELM charts. 
· Configured Istio to enforce security policies, such as mutual TLS (mTLS) authentication and authorization, protecting service-to-service communication within the service mesh.
· Worked on creating, configuring, and managing AKS clusters in Azure, including managing node pools, configuring networking, and setting up load balancing.
· Managing the Azure Kubernetes Services (AKS) policies, providing access to different Azure resources and developing and improving the workflows that govern access.
· Involved in designing, implementing, and maintaining infrastructure and deployment pipeline for containerized applications on AKS. 
· Implemented Terraform scripts for creating and managing Azure Kubernetes clusters.
· Responsible for Azure Container Registry and Azure Active Directory to securely manage container images and access control for AKS clusters.
· Managed and configured JFrog Artifactory for artifact management, ensuring efficient storage, retrieval, and versioning of artifacts.
· Implemented fine-grained access control policies in Artifactory to ensure secure and controlled access to artifacts by development and deployment teams.
· Led the implementation of blue-green deployment strategy for an enterprise application, resulting in zero downtime and seamless updates for end-users.
· Monitoring and troubleshooting Kubernetes clusters using Prometheus Grafana.
· Integrated Istio with monitoring tools like Prometheus, Grafana, or ELK stack to collect metrics, logs, and traces from the service mesh, providing visibility into application performance and behavior.
· Implemented security measures for Azure Data Factory, ensuring secure data transfer and access controls.
· Integrates with the OpenShift platform to put the ability to create, edit and deploy applications.
· OpenShift provides an immutable, container-based platform based on Docker to deploy and run applications and microservices. 
· Created quality gates in SonarQube dashboard and enforced in the pipelines to fail the builds when conditions were not met.
· Git administration: creating new branches, merging branches, maintaining code repositories, providing access to users.

Client: OPTUM Healthcare Services		                                                             April 2018 to April 2020 
Role: DevOps Engineer 
Responsibilities:
· Experience in Software Integration, Configuration, building, automating, managing and releasing code from one environment to another environment and deploying to servers.
· Experience in Software Integration, Configuration, building, automating, managing and releasing code from one environment to another environment and deploying to servers.
· Working on multiple AWS instances by setting services like Route53, SES, SQS, SNS and created and administered DNS system using Route53.
· Worked with full AWS stack (Lambda server-less, IAM, Blue-Green deployment).
· Provisioned the highly available EC2 instances using Terraform and Cloud Formation and wrote new plugins to support new functionality in Terraform. 
· Managed AWS infrastructure as code using Terraform.
· Researched and developed scalable Linux deployments on AWS via CoreOS and Docker and used Docker Compose to develop dependent instances to be deployed in the EC2 platform.
· Used Terraform in AWS VPC to automatically setup and modify settings by interfacing with control layer.
· Experience with S3 Bucket services like creating buckets, managing policies, configuring buckets with permissions, logging, versioning and tagging and used S3 Bucket and Glacier for storage and backup on AWS.
· Worked on AWS Cloud Watch for monitoring the application infrastructure and used AWS email services for notifying & configured S3 versioning and lifecycle policies to and backup files and archive files in Glacier. 
· Worked on migrating the on-premises application from its physical Storage Racks to AWS by using EC2, S3.
· Served application data using Lambda functions to store data in NOSQL database Dynamo DB. Configured REST API's using API Gateway that hit lambda which in turn invokes lambdas to do necessary operations.
· Installed Redshift on AWS and imported the legacy data from Oracle to Redshift. Participated in integration of applications with existing API’s. 
· Implemented and maintained Ansible configuration management spanning several environments in VMware and AWS cloud. 
· Responsible for Continuous Integration (CI) and Continuous Delivery (CD) process implementation using Jenkins along with PowerShell to automate routine jobs. 
· Developed shell scripts for automation of the build and release process, developed Custom Scripts to monitor repositories, Server storage.
· Created Ansible playbooks to automatically install packages from a repository, to change the configuration of remotely configured machines and to deploy new builds and various automation purpose, file copy, permission changes, configuration changes, path specific folder creation.
· Experience in working in .Net application and branching, Tagging, Release Activities on Version Control Tool like GIT and Subversion(SVN). 
· Experience in resolving issues of merge conflicts and develop Custom Scripts to monitor repositories and Server storage. 
· Installed Nexus repository tool to maintain the artifacts/dependencies jars. 
· Involved in development of test environment on Docker containers and configuring the Docker containers using Kubernetes. 
· Deploy code updates into test and production environments and work to roll environments forward 
· Knowledge of Splunk content development with the ability to create queries and dashboards. 
· Worked as a site reliability engineer the main task is to design and implement adaptive remote testing framework for installation and customization of multitenant cloud environments, their integration with distributed data sources. 
· Maintained and managed assigned systems, Splunk related issues and administrators. 
· Worked with Open Shift platform in managing Docker containers and Kubernetes Clusters. 
· Created and maintained the Power Shell scripts and Perl scripts deployment scripts for Tomcat application servers. 
· Performed and deployed Builds for various Environments like QA, Integration, UAT and Productions Environments. 
· Used Ticketing tool JIRA to track defects and changes for change management, monitoring tools like New Relic and CloudWatch in different work environments in real and container workspace.
· Design enterprise patterns that ate repeatable and consistent with regards to deployment and configuration of their respective systems. Patterns must encompass pre-production testing, performance tuning, technical hand off documentation and environment validation.

Client: State of West Virginia,Richmond, VA	                                                                  Sep 2016 to Mar 2018
Role: DevOps Engineer 
Responsibilities:
· Experience in Software Integration, Configuration, building, automating, managing, and releasing code from one environment to another environment and deploying to servers.
· Experience in Software Integration, Configuration, building, automating, managing, and releasing code from one environment to another environment and deploying to servers.
· Worked in AWS environment, instrumental in utilizing Compute Services (EC2, ELB), Storage Services (S3, Glacier, Block Storage, Lifecycle Management policies), Cloud Formation, Lambda, VPC, RDS and Cloud Watch.
· Migrated Linux environment to AWS by creating and executing a migration plan, deployed EC2 instances in VPC, configured security groups &NACL's, attached profiles and roles using AWS Cloud Formation templates
· Used Amazon Route53 to manage DNS zones globally & to give public DNS names to ELB's and Cloud Front for Content Delivery
· Experience in implementing AWS lambda to run servers without managing them and to trigger run code by S3 and SNS.
· Responsible for Continuous Integration (CI) and Continuous Delivery (CD) process implementation using Jenkins along with PowerShell to automate routine jobs.
· Developed shell scripts for automation of the build and release process, developed Custom Scripts to monitor repositories, Server storage.
· Created Ansible playbooks to automatically install packages from a repository, to change the configuration of remotely configured machines and to deploy new builds and various automation purpose, file copy, permission changes, configuration changes, path specific folder creation.
· Used Ticketing tool JIRA to track defects and changes for change management, monitoring tools like New Relic and CloudWatch in different work environments in real and container workspace.
· Design enterprise patterns that ate repeatable and consistent with regards to deployment and configuration of their respective systems. Patterns must encompass pre-production testing, performance tuning, technical hand off documentation and environment validation.

Client: Charter Communications.                                                                Oct 2013 - Sep 2016
Role: DevOps Engineer
Responsibilities:
· Installed and configured RHEL, Solaris and Windows Servers.
· Installed and configured RHEL, Solaris and Windows Servers.
· Monitored, analyzed, and responded to security events utilizing security event management and reporting tools.
· Worked on account, user and group administration, Permissions policy management and quota implementation.
· Oversaw System performance monitoring, tuning and log management.
· Aided in TCP/IP Networking troubleshooting and Linux Network Administration.
· Worked closely with network/incident analysts and IC analysts to monitor current attack and threat information to identify.
· Installed, configured, supported and security implementation on following service.
· SSH: Configuring Servers, password-less authentication configuration.
· NIS: Server and client configuration.
· DNS: Server configuration and maintenance.
· HTTPD: Apache web server maintenance, installation, configuration, managing web hosting including name- based, secure and private site, monitoring web server performance, and certificate generate, security checks and periodic upgrades, manage user accounts, back up.
· Implemented and maintained server virtualization using VMware and Oracle Virtual Manager.
· Coordinated with application team in installation, configuration and troubleshoot issues with Tomcat server.
· Created virtual machine using Oracle Virtual Manager, creating server pool, VM cloning. Conceived, Designed, Installed and Implemented CI/ CD automation system.
· Participated in setup Storage Area Network (SAN) and NAS and file system backup and restore.
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