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Senior Program Management Professional
Executive Summary

Senior Program Manager and Delivery Leader with 20+ years of overall work experience. Led the delivery of complex global programs for IT and Security teams. Successfully managed programs in Cybersecurity Risk Maturity and Controls Implementation, Cloud Migration, Regulatory/Standards Compliance, M&As, Divestitures, Auditing, Incident Response, BCP, DR, Application Migration/Modernization Infrastructure Services Transition and Transformation, Master Data Management, Data Warehousing/Business Intelligence Decision Support Systems. A certified PMP professional with experience managing P&L of accounts over $20M+ with 80+ team members globally. Diversified experience in Healthcare, Government, Banking and Financial Services, Tech, Insurance, Retail, and Manufacturing sectors having worked in the USA, UK, APAC.

TOOLS/TECHNOLOGY 

OBIEE, SQL, Kali Linux, Cisco Packet Tracer, Clarizen, MS Office.
CORE COMPETENCIES

· Leadership

· People Management

· Business Strategy/Operations

· Stakeholder Engagement

· Communication

· Consulting and Client Advisory

· Change Management

· Program Delivery Management

· Process Efficiency/Optimization

· Agile, Traditional Methodologies

· Mentorship and Coaching

KEY STRENGTHS

· Ensures organizational goals, objectives, key results, and business commitments are delivered on time and within budget by establishing the cadence of a structured, organized, collaborative method of management and tracking system. 

· Ability to prioritize and execute tasks in a fast-moving, high-pressure environment with a sense of integrity and a passion for value creation.

· Trusted client and customer success advisor with deep management consulting and persuasion skills. 

· Provides operational and thought leadership, governance, and direction to matrixed cross-functional teams and can be hands-on as required.

· Able to interact and collaborate at all levels to achieve the business goals and realize business benefits. 

Professional Experience

BeyondTrust, Atlanta GA -                                                                           February 2024 – Till Date
Consultant, Technical Project Manager
· Lead the optimization effort for the lead management to order life cycle and leverage native, industry-standard capabilities and best practices within Salesforce CRM tool.

· Drive the development of the future state model on the Salesforce eco-system that includes approximately 40 integrations. Interface, communicate and collaborate on the project status

· Prepare planning and roadmap to reduce BeyondTrust technical debt in Salesforce while aligning business processes end-to-end following a scrum agile model for development work.

· Manage the end-to-end implementation of IAM solutions, ensuring alignment with cybersecurity policies, stakeholder requirements, and organizational goals. This includes defining project scope, timelines, resource allocation, and risk mitigation strategies.

· Collaborate with IT administrators, compliance officers, and business units to integrate IAM controls across the organization. Ensure proper roles, permissions, and access levels are enforced to protect sensitive data.

· Oversee the project’s alignment with regulatory standards and internal governance policies. Implement access audits, enforce least privilege principles, and monitor for IAM-related vulnerabilities and threats.

· Managed the full audit lifecycle, from scoping and planning to fieldwork execution, reporting, and validation of audit findings in alignment with the internal audit plan.

Cognizant Technology Solutions -                                                            January 2019 - January 2024

Associate Program Director

Client – Lev Digital, Indianapolis IN | Cyber Business Resilience

· Oversee end-to-end project management for Lev Digital’s cyber business resilience initiatives ensuring delivery within scope, budget, and schedule. Lev Digital aimed to simplify and modernize their marketing campaigns using Salesforce Marketing Cloud to provide data-driven insight and personalization across the customer journey.

· Define project strategy, working closely with stakeholders to establish project objectives, deliverables, and timelines. Drive quality assurance processes and lead technical discussions.

· Proactively identify and flag risks that could impact project timelines or quality, developing and implementing mitigation strategies. Provide regular project updates to key stakeholders.

· Spearhead projects and facilitate technical design discussions, contribute to decision-making for system improvements, process improvement and compliance with industry standards.

· Manage risk tracking, assignment, and resolution, mitigating potential delays and ensuring project objectives are met.

· Govern and lead security controls implementation projects in alignment with the NIST CSF resulting in enhanced digital, cloud capabilities.

· Lead projects focused on improving the NIST Maturity Rating of the enterprise security program by 2 basis points in 2 years through security hardening initiatives via:

· Compromise Assessment - conduct Indicators of Compromise (IOC) sweeps, publish report and plan remediation based on the findings.

· Security Program Assessment - evaluate InfoSec program maturity across domains.

· Business Resilience - intake data from various sources and asses in a Joint Security Intelligence Center (JSIC), conduct incident analysis and trigger the response using an established call tree, and recover/restore operations via Business Continuity Planning & Disaster Recovery processes through ServiceNow tool.

· Privileged Account Hardening (PAM) - implement the principle of least privilege and secure the privileged accounts.

· Multi-Factor Authentication (MFA) - enforce and test app multi-factor authentication.

· Threat and Vulnerability Management – manage the vendor engagement to conduct external Penetration Tests and vulnerability scanning of External Applications, Internal Applications, and Web Applications

· Led the organization’s response to the U.S. Security and Exchange Commission’s mandate on Cybersecurity risk management, strategy, governance, and incident disclosures of material incidents. Created a detailed system security plan of execution actively working with the CSO and functional leads. This approach ensured that the organization remained compliant.

· Formed a committee of key stakeholders to review and determine materiality scenarios.

· Developed materiality evaluation template with risk scoring matrix.

· Updated the incident response workflows, conducted scenario-based tabletop exercises

· Conducted gap assessment, logged the findings, prepared remediation plans and SOPs.

· Ran sample material incidents through the materiality evaluation framework.

· Drove steering committee meetings with IT, Security, Privacy teams for process review.

· Engaged Finance and Legal team for Form 10-K and Form 8-K reports content validation.

· Engaged Communications team to plan the reporting of potential material incidents.

· Governed the projects from due diligence until integration closure

· Review & consolidate due diligence findings based on controls checklist.

· Log findings in a Risk Register utilizing the NIST Risk Guidance and NIST Threat Sources.

· Prepare high-level Integration Plan for Day 1-30, Day 30-90, until integration closure.

· Kick-off discovery & integration planning workshops, systems cutover, transition to BAU.

· Define breakdown of work schedule with the owners of key milestones and deliverables.

· Establish stakeholder communication plan and metrics reporting. Publish status reports.

· Track management action plans (MAPs), lead internal audit findings to enhance security maturity. Collate data for the Monthly Operational Review. 

· Participated in security audits ensuring the policies and controls in place are compliant

· Ensured privacy compliance through data protection regulation GDPR and other measures such as data retention and secure disposal.

Cognizant Technology Solutions -                                                           February 2018 - January 2019

Associate Program Director

Client – ABM AMRO Clearing Bank, Chicago IL | End User Services Migration

· Drove a successful and on-time/on-budget end user services migration for the Americas region (US and Brazil) for ~5000 users from the legacy email system to the O365 environment for an Investment Banking client.

Cognizant Technology Solutions -                                                          March 2017 - February 2018

Associate Program Director

Client – CSM Bakery Solutions (Retail), Atlanta GA

Divestiture

· Governed the Divestiture/Separation program for the separation of 21 sites from the parent retail company resulting in successful user/role segregation and decommissioning of access for the facilities to be divested.

Tech Upgrade

· Executed a Global SD-WAN Network Upgrade project for a retail client across almost 50 sites worldwide through collaboration and planning. This resulted in a 25% improvement in network performance and enhanced security.

Cognizant Technology Solutions -                                                                 June 2016 – March 2017

Senior Program Manager

Client – SunTrust Bank, Atlanta GA

Cloud Migration

· Implemented a Cloud Enablement Program for a long-term account for SunTrust Bank consisting of cloud migration services, enterprise risk services, and operations support.

Infrastructure Services 

· Implemented the Transition/Transformation of the Data Center Migration that consisted of a new data center build and establishment of network circuits, cabling, and DR procedures.
Application Modernization/Standardization

· Managed the end-to-end delivery of program and expanded the portfolio from a 6-member account to a 52-member account (onshore + offshore). This directly resulted in revenue growth of 15% for the account.

Cognizant Technology Solutions -                                                                    August 2015 - June 2016

Senior Program Manager

Client – Barclays Bank, Manchester UK

· Successfully completed a regulatory Customer 360 MDM project to migrate the BNYM customers to Barclays Bank. This project was mandated by the Bank of England that, if not delivered, would have cost the client multi-million £ penalty.

Cognizant Technology Solutions -                                                                  January 2014 - July 2015

Senior Program Manager

Client – Sainsbury’s Bank, Edinburgh Scotland

Data Warehousing/BI Solutions

· Greenfield implementation for a Data Warehouse establishment and Business Intelligence reporting solutions project leading a team of ~20 resources onsite and offshore combined.

· Delivered data modernization projects and achieved 30% customer profitability index.

Deloitte Consulting LLP – Solution Architect -                                         February 2011 – May 2012

Client – VMWare, Palo Alto CA

· Led Customer MDM strategy engagement focusing on the business value realization ($ savings, process efficiency) and addressing the lack of insight on the Customer data and uncertainty over the data quality.

· Current-state data assessment and identifying enterprise-wide Customer data flow.

· Develop current-state, ideal state and conceptual future-state technical architecture.

· Identify and analyze data gaps and map business requirements.

· Develop and propose conceptual future-state Customer master data flow to other systems across the enterprise.

· Conduct current-state data assessment and future-state technical architecture.

· Create a logical data model based on the proposed architecture.

· Review architecture with ARB and build data repository (RPD) and dashboards/reports.

Client - California Administrative Office of the Courts (AOC), State Government, Santa Ana CA
· The AOC authorized the development of the California Court Management System (CCMS) to transform the state trial courts’ paper-based processes into secure, electronic workflows. Our team was assigned to build the DW/BI solution for the CCMS aiming to serve more than 21,000 court system users throughout California, including judges, clerks and business office staff at all 58 trial courts.

· Developed data load mappings to populate Fact & Dimension tables

· Created workflows using Workflow Manager and executed workflows and sessions

· Monitored the Workflow using Workflow Monitor and reviewed the Session Log details

· Involved in identifying the bottlenecks and tuning to improve the Performance

· Debugger utility used fix the mappings and to test the data flow

Other Work Experience  

· Wipro Ltd. - Richmond VA - Oracle BI Architect – (November 2009 – February 2011)

· Cisco Systems Inc - San Jose CA– Contract Role - BI Consultant (February 2006 – July 2009)

· McAfee - Dallas TX – Contract Role – Siebel Analytics Developer (April 2005 - February 2006)

EDUCATION

· M.S. Computer Science, 

University of Bridgeport, CT

CERTIFICATIONS

· PMI-PMP [Certification # 3847920]

· Stanford University - Advanced Project Management Certificate (License # 520152)

· Purdue University Northwest - Cybersecurity Certificate Program (Artificial Intelligence Track) issued by the National Centers of Academic Excellence in Cybersecurity (NCAE-C)

